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	Reason for change:
	As described in clause 4.3.1 of TS23.167:

4.3.1
General Location Information Principles

The following general principles shall apply regarding the handling of location information:
……
-
The E-CSCF shall be able to query the LRF to validate the location information if provided initially by the UE.

The E-CSCF shall be able to request the LRF to validate the location information provided by the UE.
It is agreed that 5G ProSe Remote UE will provide the NCGI of the Relay UE to P-CSCF. So P-CSCF will further forward to the E-CSCF and E-CSCF shall request the LRF to validate the NCGI provided by the Remote UE. 

For the L3 relay scenario, the validation may fail if the L3 Remote UE does not register in the 5GS, because the LRF can not get the location of the L3 Remote UE from AMF as specified in clause 6.10.2 of TS23.273. 

When under the IPv6 usase for PCC control, the L3 Remote UE will use the IPv6 of L3 Relay UE to perform IMS messages. And the P-CSCF can get the identity(e.g. SUPI) of the L3 Relay UE from PCF based on IPv6 of L3 Relay UE. The functionality of P-CSCF retrieving the UE ID(e.g. IMSI) from the PCF is supported as described in clause K.2.2
P-CSCF of TS23.167 as below:
K.2.2
P-CSCF

In addition to the functionality described in clause 6.2.1, the P-CSCF supports the functionality listed below:

-
P-CSCF shall be able to retrieve the UE/user's IMSI, IMEI and MSISDN (if available) from the PCRF/PCF.

[….]

In clause 4.2.2.2
Initial provisioning of service information of TS29.514, the P-CSCF as a NF service consumer can use the UE IP address to revitrive the UE ID from the PCF via the using the Npcf_PolicyAuthorization_Create service operation as described in PCF services of TS23.502 .
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The NF service consumer shall provide in the body of the HTTP POST request:

-
for IP type PDU sessions, the IP address (IPv4 or IPv6) of the UE in the "ueIpv4" or "ueIpv6" attribute; and

-
for Ethernet type PDU sessions, the MAC address of the UE in the "ueMac" attribute.

….When the P-CSCF receives the HTTP "201 Created" response with the 5GS-level UE identities from the PCF
So we propose that the P-CSCF sends the identity of L3 Relay UE to E-CSCF. Then the E-CSCF will query the LRF with the NCGI and identity of the L3 Relay UE, and the validation can be successful.

	
	

	Summary of change:
	The P-CSCF determines that the emergency call is from a 5G ProSe Remote UE based on the access type "3GPP-NR-ProSe-L3UNR", the P-CSCF provides to the E-CSCF the NCGI and the UE Identity of 5G ProSe UE-to-Network Relay received from the PCF. The E-CSCF uses the NCGI and UE Identity of 5G ProSe UE-to-Network Relay to query the LRF to validate NCGI provided by the 5G ProSe Remote UE.
Add 2 NOTEs:

NOTE1:
For the location validation, it is only applied to IPv6 case as specified in TS 23.304[53].

NOTE2:
If the Remote UE provides location information other than NCGI, then the validation for such information can be skipped.

	
	

	Consequences if not approved:
	For some L3 relay scenario, the NCGI provided by Remote UE can not be validated, which is not aliged with current location vailidation principles.
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* * * Start of Change 1 * * *
 M.3
Location handling

When a 5G ProSe Remote UE performs an emergency registration or initiates an emergency session over a 5G ProSe UE-to-Network Relay, if the operator policy requires network provided location using PCC-based solutions for the UE location, the P-CSCF may retrieve location information from the access network as defined in TS 23.503 [51] and include it in the emergency session request as described in TS 23.228 [1].

NOTE:
The user location information contains the 5G ProSe Relay UE's location.

When a 5G ProSe Remote UE establishes an emergency call over a 5G ProSe UE-to-Network Relay, the 5G ProSe Remote UE shall include in the IMS emergency request the NR Cell Global Identity (NCGI) obtained from the 5G ProSe UE-to-Network Relay e.g., during the 5G ProSe UE-to-Network Relay Discovery procedure specified in TS 23.304 [53]. When the P-CSCF determines that the emergency call is from a 5G ProSe Remote UE based on the access type "3GPP-NR-ProSe-L3UNR", the P-CSCF provides to the E-CSCF the NCGI and the UE Identity of 5G ProSe UE-to-Network Relay received from the PCF. The E-CSCF uses the NCGI and UE Identity of 5G ProSe UE-to-Network Relay to query the LRF to validate the NCGI provided by the 5G ProSe Remote UE as described in clause 4.3.1.
NOTE 1:
For the location validation, it is only applied to IPv6 case as specified in TS 23.304[53].

NOTE 2:
If the Remote UE provides location information other than NCGI, then the validation for such information can be skipped.
* * * End of Change * * *
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